

Заказ 1358

администрация Городского округа Заречный

**р а с п о р я ж е н и е**

от\_\_\_26.12.2020\_\_\_\_ № \_\_\_550-од\_\_\_

г. Заречный

**Об утверждении Положения о системе видеонаблюдения в администрации городского округа Заречный**

В целях повышения эффективности действий при возникновении нештатных и чрезвычайных ситуаций, обеспечения противопожарной защиты здания, обеспечения антитеррористической защиты работников и территории администрации городского округа Заречный (далее - Администрации), охраны порядка и безопасности, совершенствования системы информирования и оповещения работников Администрации об угрозе возникновения кризисных ситуаций, на основании ст. ст. 28, 31 Устава городского округа Заречный

1. Утвердить Положение о системе видеонаблюдения в администрации городского округа Заречный (прилагается).

2. Контроль за исполнением настоящего распоряжения оставляю за собой.

3. Настоящее распоряжение вступает в силу на следующий день после дня его официального опубликования.

4. Опубликовать настоящее распоряжение в Бюллетене официальных документов городского округа Заречный и разместить на официальном сайте городского округа Заречный (www.gorod-zarechny.ru).

Глава

городского округа Заречный А.В. Захарцев

УТВЕРЖДЕНО

распоряжением администрации

городского округа Заречный

от\_\_26.12.2020\_\_\_ № \_\_550-од\_\_\_

«Об утверждении Положения о системе видеонаблюдения в здании администрации городского округа Заречный»

**ПОЛОЖЕНИЕ**

**о системе видеонаблюдения в администрации**

**городского округа Заречный**

**1. Общие положения**

1.1. Настоящее Положение разработано в соответствии с Федеральными законами от 06 октября 2003 года № 131–ФЗ «Об общих принципах организации местного самоуправления в Российской Федерации», от 06 марта 2006 года № 35-ФЗ «О противодействии терроризму», от 25 июля 2002 года № 114-ФЗ «О противодействии экстремистской деятельности», от 27 июля 2006 года № 152–ФЗ «О персональных данных», Указом Президента Российской Федерации от 15 февраля 2006 года № 116 «О мерах по противодействию терроризму».

1.2. Под видеонаблюдением понимается осуществление видеонаблюдения посредством использования видеокамер для получения видеоинформации об объектах и помещениях, а также запись полученного изображения и его хранение для последующего использования.

1.3. Система открытого видеонаблюдения в администрации городского округа Заречный (далее - Организация) является элементом общей системы безопасности Организации, направленной на обеспечение безопасности рабочего процесса, поддержание трудовой дисциплины и порядка, предупреждение возникновения чрезвычайных ситуаций и обеспечение объективности расследования в случаях их возникновения.

1.4. Система видеонаблюдения является открытой, ведется с целью обеспечения безопасности работников Организации и не может быть направлена на сбор информации о конкретном человеке.

1.5. Система видеонаблюдения Организации входит в систему контроля доступа и включает в себя ряд устройств: камеры, мониторы, записывающие устройства.

1.6. Решение об организации системы видеонаблюдения принимается в форме распоряжения администрации городского округа Заречный.

1.7. Порядок и сроки хранения видеозаписей, а также ответственные лица, имеющие доступ к системе видеонаблюдения, перечень помещений, в которых оно установлено, определяются распоряжением администрации городского округа Заречный.

1.8. Запрещается использование устройств, предназначенных для негласного получения информации (скрытых камер).

1.9. Посетители Организации заранее предупреждаются о возможной видеосъёмке соответствующими графическими предупреждениями.

**2. Цели и задачи системы видеонаблюдения**

2.1. Система видеонаблюдения призвана выполнять следующие задачи:

1) повышение эффективности действий при возникновении нештатных и чрезвычайных ситуаций;

2) обеспечение противопожарной защиты здания;

3) обеспечение антитеррористической защиты сотрудников и территории Организации, охраны порядка и безопасности;

4) совершенствование системы информирования и оповещения сотрудников Организации об угрозе возникновения кризисных ситуаций;

5) пресечение противоправных действий со стороны сотрудников Организации и посетителей.

2.2. Видеонаблюдение осуществляется с целью документальной фиксации возможных противоправных действий, которые могут нанести вред имуществу Организации. В случае необходимости материалы видеозаписей, полученные камерами видеонаблюдения, будут использованы в качестве доказательства в уголовном или гражданском судопроизводстве для доказывания факта совершения противоправного действия, а также для установления личности лица, совершившего соответствующее противоправное действие.

**3. Меры по обеспечению безопасности персональных данных**

3.1. Организация обязуется принимать меры, необходимые и достаточные для обеспечения выполнения обязанностей, предусмотренных Федеральным законом «О персональных данных», и принятыми в соответствии с ним нормативными правовыми актами.

3.2. Обработка персональных данных должна осуществляться на законной основе и ограничиваться достижением конкретных, заранее определенных и законных целей. Не допускается обработка персональных данных, не совместимая с целями сбора персональных данных.

3.3. Хранение персональных данных должно осуществляться не дольше, чем этого требуют цели обработки персональных данных. Обрабатываемые персональные данные подлежат уничтожению либо обезличиванию по достижении целей обработки или в случае утраты необходимости в достижении этих целей.

**4. Ответственность за нарушения правил обработки персональных данных**

4.1. Лица, виновные в нарушении требований Федерального закона «О персональных данных», несут предусмотренную законодательством Российской Федерации ответственность.

4.2. Моральный вред, причиненный субъекту персональных данных вследствие нарушения его прав, нарушения правил обработки персональных данных, установленных Федеральным законом, а также требований к защите персональных данных подлежат возмещению в соответствии с законодательством Российской Федерации. Возмещение морального вреда осуществляется независимо от возмещения имущественного вреда и понесенных субъектом персональных данных убытков.